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The first step is knowing what to look for.

Always keep an Eagle Eye out for these suspicious behaviors in the contracting environment:

>> Surveillance.

Any person, including subcontractors, survey-ing the area by recording or monitoring DoD activities that included the use of cameras (both still and video), note taking, drawing diagrams, taking maps or facility drawings.

>> Acquiring Supplies.

Any person, including subcontractors, attempting to purchase or steal uniforms, decals, flight manuals, passes or badges as well as attempting or inquiring about obtaining explosives, weapons, ammunition, or any other controlled items.

>> Elicitation.

Any person, including subcontractors, suspiciously attempting to gain information about the installation, military operations or people.


>> Suspicious Persons.

Any person, including subcontractors, out of place and who doesn’t seem to belong in the work area, business establishment, or other areas.  This also includes workers wondering into restricted or unauthorized or potential employees or subcontractors who have questionable documentation when inquiring about work or employment

>> Dry Run.

Putting people into position and moving them about without actually committing a terrorist act.  An element of this activity could also include mapping out routes, gate opening and closings.


>> Deploying Assets.

Positioning people or supplies to commit the act.  For example, parking a suspicious vehicle next to a building.  This is the last opportunity to alert authorities before the terrorism occurs.

>> Tests of Security.

Any attempts by people, including subcontractors, to measure reaction times of security breaches or by penetrating physical security barriers or procedures.
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	Contact your local AFOSI to report suspicious activity and to schedule Terrorism Awareness brief


